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I. INTRODUCTION

On December 1, 2006, amendments to the Federal Rules of Civil Procedure (the "Rules") regarding the discovery of electronically stored information went into effect. This form of discovery is referred to as e-discovery. The 2006 amendments have significant effect on the obligations and responsibilities of parties, their lawyers, and the courts when dealing with discovery of electronically stored information. Specifically, the 2006 amendments affect how companies maintain, preserve, and produce electronically stored information. First, electronically stored information is now included in permissible discovery. Second, parties are required to "meet and confer" about the discovery of

1. Fed. R. Civ. P. 16(b), 26, 33(d), 34, 37(f), 45.
electronically stored information at the onset of litigation. Fourth, matters relating to the production and form of production of electronically stored information are addressed. Fifth, limitations are imposed on the discovery of electronically stored information where a substantial burden or cost is imposed on the producing party. Sixth, a safe harbor provision is created to prevent sanctions from being imposed when electronically stored information is inadvertently destroyed or "lost as a result of the routine, good-faith operation of an electronic information system."

Although the 2006 amendments are intended to help reduce the costs and burdens imposed by electronic discovery, there are direct costs and burdens associated with preserving and producing electronically stored information. Additionally, failure to properly preserve and maintain electronically stored information can result in sanctions; however, sanctions can be avoided under the Rules' new safe harbor provision when electronically stored information is inadvertently destroyed or lost as a result of the routine, good-faith operation of a computer system.

To comply with the 2006 amendments and avoid substantial costs, sanctions, and burdens, companies must take preemptive measures prior to a lawsuit being filed and responsive measures once litigation is reasonably anticipated. One type of preemptive measure is the implementation of a retention and destruction policy. A retention and destruction policy establishes standards and guidelines for determining if and when electronically stored information should be destroyed. By implementing and following a retention and destruction policy, a company may prevent sanctions from being imposed under the Rules if electronically stored information is inadvertently destroyed. Forms of responsive measures include initiating a litigation hold and complying with the parties' meet and confer obligations. Prior to meeting and

4. FED. R. CIV. P. 26(f).
5. FED. R. CIV. P. 26(b)(5)(B), 16(b)(6).
6. FED. R. CIV. P. 33(d), 34(b).
8. FED. R. CIV. P. 37(f).
9. FED. R. CIV. P. 37(f).
10. FED. R. CIV. P. 37(f).
12. Id.
conferring to discuss discovery of electronically stored information, parties must prepare in advance and gather information regarding their computer systems and electronically stored information.\textsuperscript{13} A party must make a good faith effort to preserve electronically stored information, which can be accomplished by instituting a litigation hold.\textsuperscript{14} A litigation hold uses a team approach and provides notice to several individuals to ensure evidence is properly preserved.\textsuperscript{15} Additionally, parties may reduce costs associated with electronic discovery by demonstrating that sources are not reasonably accessible because of undue burden.\textsuperscript{16}

II. BACKGROUND

A. What Is Electronically Stored Information?

The 2006 amendments permit discovery of electronically stored information.\textsuperscript{17} While the term "electronically stored information" is not specifically defined in either the amendments or the advisory committee's notes to the Rules, one commentator has defined it as "information created, manipulated, communicated, stored, and best utilized in digital form, requiring the use of computer hardware and software."\textsuperscript{18} Electronically stored information includes word processing documents, emails, voice mails, instant message logs, backup tapes, blogs, and database files.\textsuperscript{19} Different media can be used by a company to store electronic information—computer punch cards, magnetic tapes, CD-ROMs, computer printouts, and other machine-oriented components that record or store data.\textsuperscript{20} Moreover, computers, network servers, personal digital assistants, and digital phones may contain electronically stored information.\textsuperscript{21} Additionally, electronically stored information contains

\textsuperscript{13} SHIRA A. SCHEINDLIN, E-DISCOVERY: THE NEWLY AMENDED FEDERAL RULES OF CIVIL PROCEDURE 5-6 (2006).
\textsuperscript{14} Id. at 10.
\textsuperscript{15} Id.; Jackson Lewis, supra note 9.
\textsuperscript{16} FED. R. CIV. P. 26(b)(2)(B).
\textsuperscript{17} FED. R. CIV. P. 34(a).
\textsuperscript{20} Lawrence R. Youst & Haejung Lisa Koh, Management and Discovery of Electronically Stored Information, 1997 COMPUTER L. REV. & TECH. J. 73, 75.
\textsuperscript{21} Electronic Discovery: Questions and Answers, Civ. ACTION (Nat'l Ctr. for State Courts, Williamsburg, Va.), Summer 2007, at 1 [hereinafter Questions and Answers].
metadata, which is data created by a computer describing certain characteristics and information about electronically stored information, such as when a document was created, who it was created by, and when it was last accessed or edited.22

B. How Electronically Stored Information Differs from Paper Documents

Electronically stored information differs significantly from paper documents, and the majority of information is now stored electronically as opposed to retaining paper documents. Electronically stored information "is retained in exponentially greater volume than hard-copy documents; is dynamic, rather than static; and may be incomprehensible when separated from the system that created it."23 Because electronically stored information differs significantly from paper documents, new problems arise in the discovery of electronic data that are not prevalent in traditional discovery of paper documents.

The volume of information that is stored electronically is significantly larger than the amount of paper documents that are stored. For example, ninety-five percent of all information generated is in digital format.24 Out of approximately sixty billion emails sent worldwide on a daily basis, twenty-five billion are business-related.25 On average, an employee at a large company will receive or write at least fifty emails per day.26

Storing documents in electronic format versus paper copies allows a large number of documents to be managed more efficiently.27 For example, each year a person creates approximately 800 megabytes of information that is stored on a computer system, which if converted to paper form would be approximately thirty feet of books.28 Additionally, electronic information that is sent to another individual is saved not only on the sender's and the receiver's hard drives, but the information is also stored in several different locations on their computer systems.29 This

27. Youst & Koh, supra note 20, at 74.
29. Id. at 174.
differs significantly from paper documents because paper documents do not automatically replicate themselves as electronic information does.\textsuperscript{30}

Searching electronically stored information to comply with discovery requests differs significantly from searching paper documents. Searching through documents to comply with discovery requests can be easier and more efficient with electronic data as opposed to paper copies.\textsuperscript{31} For example, electronic data can be searched using keyword or phrase searches.\textsuperscript{32} Moreover, keyword searches may reduce the amount of time, expense, and inaccuracy of a manual search of paper documents.\textsuperscript{33} However, it may be difficult to determine where certain electronically stored information is located because it may be stored in different locations on a company’s various storage devices.\textsuperscript{34} Additionally, conducting a privilege review of electronically stored information may be more costly and time-consuming than conducting the same type of review with paper documents because computers store electronically stored information in a form that may need to be restored or translated before a privilege review can be performed.\textsuperscript{35}

Furthermore, inadvertent destruction of information or disclosure of documents can occur with electronically stored information. When producing discovery to another party, there is a risk of inadvertently producing information that is protected by the attorney-client privilege or the attorney work-product privilege because of the vast amount of information that may be produced and the difficulty involved in scanning such a large amount of information for privileged information.\textsuperscript{36} Parties spend substantial time reviewing documents to prevent inadvertent disclosure of privileged information; however, these efforts impose substantial costs and time delays.\textsuperscript{37} Additionally, electronically stored information can be accidentally modified, lost, deleted, or written over.\textsuperscript{38} For example, auto-delete policies may delete emails after a certain amount of time, even without an intentional action to delete the document.\textsuperscript{39} Even though deleted information may be transferred to a
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\textsuperscript{34} SCHEINDLIN, supra note 13, at 5.
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\textsuperscript{37} Id.
\textsuperscript{38} Id.
\textsuperscript{39} Id.
backup tape, it may be difficult to restore the information because of technology upgrades or deterioration of the backup tape. The destruction of electronically stored information may result in severe consequences, including sanctions, against a party. Additionally, the court may instruct the jury that it can infer that the missing electronically stored information was unfavorable to the party who lost it, and an opposing party may bring a separate claim for spoliation of evidence.

Moreover, electronic copies can provide more useful information than a paper copy. An electronic copy may contain metadata identifying who created the document, the creation date, and when the document was accessed or edited. This type of information may be extremely beneficial in a lawsuit where there is a question of when a document was created or whether a document has been modified. Also, an author of a document may mistakenly believe that he or she has deleted a document when in fact it is saved on a backup system. This mistaken belief may lead to the discovery of information that was never intended to be retained.

C. Prior Attempts to Address the Discovery of Electronic Information

Prior to the 2006 amendments, efforts were made to amend the Rules to include the discovery of electronically stored information and to reduce the costs and burdens associated with discovery. The first effort to address the discovery of electronic information came in 1970. In 1970 Rule 34(a), which addresses the production of documents, was amended to include electronic media in permissible discovery. The description of "documents" under Rule 34(a) was broadened to include "data compilations from which information can be obtained [and] translated, if necessary, by the respondent through detection devices into [a] reasonably usable form." Although the 1970 amendment allowed for the discovery of electronic information by broadening the definition of documents, the amendment was not sufficient to cover all types of electronically stored information. The form and variety of electronically stored information has changed drastically since the 1970 amend-
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46. Youst & Koh, supra note 20, at 73.
47. Id. (brackets in original) (quoting FED. R. CIV. P. 34(a)).
48. FED. R. CIV. P. 34(a) advisory committee's note.
As a result, it was difficult for judges to determine which forms of electronically stored information fit within the definition of documents. The broad scope of discovery prior to the 2006 amendments led to over-discovery and resulted in substantial burdens and costs for parties. Before the 2006 amendments, several attempts were made to reduce the undue burdens and costs associated with over-discovery, but none had been fruitful. In 1983 the Rules were amended to allow for increased judicial involvement in case management to reduce excessive discovery through judicial discretion. In 1993 the Rules were amended to create automatic disclosure provisions and limit the number of interrogatories and depositions permissible under the Rules. In 2000 the Rules were amended in an attempt to contain the misuse of discovery by requiring judges to determine the proper scope of discovery, by establishing a time limit for depositions and by reducing mandatory initial disclosures. However, the 1983, 1993, and 2000 amendments were ineffective because judges did not embrace their new authority to limit the scope of discovery and because courts failed to properly interpret the amendments in a way that would fulfill the goals of reducing the costs and burdens associated with over-discovery.

D. The Development and Approval of the 2006 Amendments

The Advisory Committee on Civil Rules (the “Committee”), a committee of the Judicial Conference of the United States, was concerned with adopting new amendments to the Rules that would include the discovery of electronically stored information. In 2000 the Committee first began discussing amendments to the Rules that would address the discovery of electronically stored information. To understand how discovery of electronically stored information differed from conventional discovery, the Committee held several conferences to receive input from lawyers, judges, academics, and technologists. The Committee sought to create amendments to the Rules that would reduce the costs and burdens associated with the discovery of electronically stored informa-

49. Id.
50. Id.
51. Noyes, supra note 9, at 54-55.
52. Id. at 55-57.
53. Id. at 57.
54. Id.
55. Id. at 60-61.
56. Id. at 51.
57. SCHEINDLIN, supra note 13, at 1.
58. Id.
tion. Additionally, because the previous Rules failed to provide adequate guidance in the area of electronic discovery, inconsistent caselaw developed among the courts. Thus, the Committee sought to adopt a universal set of rules dealing with the discovery of electronically stored information that would "ensure that similarly situated litigants are treated the same, regardless of which federal district handles the case." The Committee also sought to increase judicial involvement in case management to reduce the scope of discovery.

Immediately after the 2000 amendments were approved, members of the Committee met informally to discuss the discovery of electronically stored information, an issue that emerged in the public comment and testimony phases of the 2000 amendments. Although the Committee began holding conferences in 2000 to discuss discovery of electronically stored information, it was not until 2002 and 2003 that the movement for amendments addressing electronic discovery gained momentum. In 2002 and 2003, local federal district courts and states began to discuss rules that would address electronic discovery. In addition, during this period, several publications began addressing electronic discovery, conferences and seminars were held across the country, and cases dealing with electronic discovery increased. The culmination of these events made it clear that amendments to the Rules specifically addressing the discovery of electronically stored information were necessary.

In September 2002 the Discovery Subcommittee (the "Subcommittee") sought out practitioners' and academics' opinions on electronic discovery. Subsequently, in September 2003, "straw proposals" for amendments to the Rules were sent to practitioners and academics to obtain their responses; the responses showed overwhelming support of the amendments. In February 2004 the Committee held a final conference to discuss electronic discovery. In April 2004 a report of the

59. Noyes, supra note 9, at 67-68.
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February conference was sent from the Subcommittee to the Committee. Subsequently, in May 2004, the Committee prepared a report, which contained the proposed amendments, for the Standing Committee on Rules of Practice and Procedure. The amendments were presented for a six month public comment period in August 2004. During the comment period, the Committee held three public hearings and received over two hundred written comments. In April 2005, subsequent to the comment period, the Rules were revised. On April 12, 2006, the Rules were approved by the United States Supreme Court.

III. THE 2006 AMENDMENTS TO THE FEDERAL RULES OF CIVIL PROCEDURE

A. "Meet and Confer" Requirements

The 2006 amendments to Federal Rules of Civil Procedure 26(f) and 16(b) establish that parties must discuss the discovery of electronically stored information at the onset of litigation. Rules 26(f) and 16(b), as amended, establish new topics that must be discussed by the parties that pertain specifically to the discovery of electronically stored information and potential problems associated with the discovery of such information. Rule 26(f) requires parties to meet and confer, prior to a scheduling conference, to discuss discovery-related issues and to develop a proposed discovery plan. Additionally, Rule 16(b) requires parties to attend a pretrial conference with the court and directs the court to enter a scheduling order containing, among other things, the parties' discovery plan.

The 2006 amendment to Rule 26(f) adds three additional topics that parties, at their Rule 26(f) conference, must discuss regarding the discovery of electronically stored information. First, parties must discuss "any issues relating to disclosure or discovery of electronically stored information.

70. Id. at 5.
71. Id.
72. SCHEINDLIN, supra note 13, at 1.
73. Id.
74. Id.
75. Id.
76. FED. R. CIV. P. 26(f).
77. FED. R. CIV. P. 16(b).
78. SCHEINDLIN, supra note 13, at 4-5.
79. Id.
80. FED. R. CIV. P. 26(f).
81. FED. R. CIV. P. 16(b).
82. FED. R. CIV. P. 26(f).
stored information, including the form or forms in which it should be produced.

Second, parties must discuss "any issues relating to claims of privilege or of protection as trial-preparation material, including—if the parties agree on a procedure to assert such claims after production—whether to ask the court to include their agreement in an order." Third, parties must discuss "any issues relating to preserving discoverable information." Parties should first determine if there will be discovery of electronically stored information because, if not, Rule 26(f) does not impose any new requirements. Additionally, if parties do not specify a form of production during their Rule 26(f) conference, Rule 34(b), as amended, permits the requesting party to specify the form of production. If the requesting party fails to specify a form of production, Rule 34(a), as amended, requires the producing party to specify the form it intends to use.

Moreover, the amendments to Rules 16(b)(5) and (b)(6) require courts, during the initial scheduling order, to include any "provisions for disclosure or discovery of electronically stored information" and to include "any agreements the parties reach for asserting claims of privilege or of protection as trial-preparation material after production." Therefore, the outcome of the parties' Rule 26(f) conference will be contained in the report that the attorneys file with the court prior to the Rule 16 conference.

The issues to be addressed during the Rule 26(f) conference must be determined on a case-by-case basis. In addition to the topics discussed above, parties should address how to balance the need to preserve evidence with the need to continue routine operations. For instance, a party may have difficulty continuing its routine operation if there is complete cessation of the party's computer operations. Parties should

86. Fed. R. Civ. P. 26(f) advisory committee's notes.
89. Id.
94. Id.
95. Id.
take considerations such as this into account when agreeing on reasonable preservation steps.\textsuperscript{96}

These amendments to Rules 26(f) and 16(b) are intended to preemptively avoid difficulties that may arise regarding discovery of electronically stored information.\textsuperscript{97} In addition to the amendments, early agreements between parties may avoid later delays and increased litigation costs.\textsuperscript{98} For example, an agreement that inadvertent disclosure of privileged information does not constitute a waiver may avoid expensive litigation.\textsuperscript{99}

B. Privilege Issues

The amendment to Federal Rule of Civil Procedure 26(b)(5)(B) establishes the procedure for requesting the return of privileged or work-product information that is inadvertently disclosed during discovery.\textsuperscript{100} Rule 26(b)(5)(B) provides:

> If information is produced in discovery that is subject to a claim of privilege or of protection as trial-preparation material, the party making the claim may notify any party that received the information of the claim and the basis for it. After being notified, a party must promptly return, sequester, or destroy the specified information and any copies it has and may not use or disclose the information until the claim is resolved. A receiving party may promptly present the information to the court under seal for a determination of the claim. If the receiving party disclosed the information before being notified, it must take reasonable steps to retrieve it. The producing party must preserve the information until the claim is resolved.\textsuperscript{101}

The notification should generally be in writing and should be specific and detailed enough to identify the privileged information that was inadvertently disclosed.\textsuperscript{102} If notice is first given orally, a written notice should also be sent.\textsuperscript{103} Moreover, the notification should be given as early as possible because the timing of the notice may be considered by the court in determining whether a waiver of privilege has occurred.\textsuperscript{104} Rule 26(b)(5)(B) does not, however, address the evidentia-

\textsuperscript{96} \textit{Id.}
\textsuperscript{97} \textit{Scheindlin}, supra note 13, at 4.
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\textsuperscript{100} \textit{FED. R. CIV. P. 26(b)(5)(B)}.
\textsuperscript{101} \textit{Id.}
\textsuperscript{102} \textit{FED. R. CIV. P. 26(b)(5) advisory committee’s notes}.
\textsuperscript{103} \textit{Scheindlin}, supra note 13, at 20.
\textsuperscript{104} \textit{Id.}
ry question of waiver. The evidentiary question of waiver is left to the courts, which "have developed principles to determine whether, and under what circumstances, waiver results from inadvertent production of privileged or protected information." Additionally, parties may enter into agreements regarding privilege issues. Rule 26(f), as amended, works in conjunction with amended Rules 26(b)(5)(B) and 16(b). Rule 26(f) requires parties to discuss privilege issues during their initial meet and confer conference. Rule 16(b) allows parties to ask the court to include in an order any agreements regarding privilege issues that the parties enter into during their Rule 26(f) conference. In the advisory committee's notes discussing the Rules, two examples of such agreements are provided. The first is a "clawback agreement," which provides that privileged documents that are inadvertently disclosed will be returned to the producing party after the documents are identified as privileged. Under a clawback agreement, the inadvertent disclosure of the privileged documents does not constitute a waiver of privilege. Also, parties may agree on a "quick peek," which allows a responding party to provide requested materials for an initial examination. Using a Rule 34 request for production, the requesting party designates the specific documents that it would like to be produced from those initially examined. Subsequently, the responding party produces the designated documents and only does a privilege review of those specific documents. The quick peek is not deemed a waiver of privilege.

C. Production and Form of Production of Electronically Stored Information

The 2006 amendments address production issues pertaining to the disclosure of electronically stored information. First, under Federal Rule of Civil Procedure Rule 26(a), electronically stored information is now included in the required initial disclosures. The amendment to Rule

106. Id.
107. Id.
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112. Id.
113. Id.
114. Id.
115. Id.
26(a)(1)(B) requires parties, "without awaiting a discovery request, [to] provide other parties . . . a copy of, or a description by category and location of, all . . . electronically stored information . . . that the disclosing party may use to support its claims or defenses, unless solely for impeachment." This amendment makes clear that electronically stored information is a separate category of records and information that is distinct from documents and that must be disclosed on its own. As the advisory committee's notes provide: "Rule 26(a)(1)(B) is amended to parallel Rule 34(a) by recognizing that a party must disclose electronically stored information as well as documents that it may use to support its claims or defenses." The amendment to Rule 26(a)(1)-(B) also deletes the term "data compilations" because it is a subset of both documents and electronically stored information.

Second, the amendment to Federal Rule of Civil Procedure 33(d) addresses how to answer interrogatories when the answer can be derived from electronically stored information. Amended Rule 33(d) permits a party to reply to an interrogatory by specifying the electronically stored information from which the answer can be derived or ascertained and allows the requesting party to examine or inspect such information. Pursuant to Rule 33(d):

Where the answer to an interrogatory may be derived or ascertained from the business records, including electronically stored information, . . . and the burden of deriving or ascertaining the answer is substantially the same for the party serving the interrogatory as for the party served, it is a sufficient answer to such interrogatory to specify the records from which the answer may be derived or ascertained.

In addition, the requesting party is permitted to make copies, compilations, abstracts, or summaries of such information. A party may have to provide the requesting party with assistance in order for the requesting party to derive the answer to the interrogatory from the electronically stored information.

Third, the amendments to Federal Rules of Civil Procedure 34(a) and (b) put discovery of electronically stored information on "equal footing
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with discovery of paper documents."  The amendment to Rule 34(a)
includes electronically stored information in a party's request for
production. Amended Rule 34(a) is intended to be "broad enough to
cover all current types of computer-based information, and flexible
enough to encompass future changes and developments." This broad
definition is to be applied to any reference to electronically stored
information in the Rules. In addition, Rule 34(a), as amended,
permits a party to inspect, copy, test, or sample electronically stored
information. Testing and sampling of electronically stored informa-
tion does not give a party a routine right to direct access to the other
party's electronic information system; however, in certain circumstances
such access may be warranted.

Rule 34(b), as amended, permits the requesting party to specify the
form in which electronically stored information should be produced.
Specifying a form facilitates "the orderly, efficient, and cost-effective
discovery of electronically stored information." Because electronical-
ly stored information may be maintained in different forms, such as
e-mail messages, electronic spreadsheets, image and sound files, or
materials contained in databases, allowing the requesting party to
specify different forms of production for different types of electronically
stored information decreases the costs and burdens of producing such
information. If a requesting party does not specify the form of
production for electronically stored information or if the responding
party objects, the responding party is required to state the intended form
before production occurs. This procedure allows the parties to
identify and resolve disputes prior to production, thereby reducing the
expense and time involved in producing such information. If
electronically stored information is produced in a form that was not
specified in advance and is in an unusable format, the producing party
may be required to reproduce the electronically stored information.
If either party objects to the form of production indicated by the other
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party, under Rule 37(a)(2)(B), the parties are required to attempt to resolve the matter before the requesting party can file a motion to compel. The court is permitted to require the electronically stored information to be produced in any form, even if the form is not one originally identified by the parties. In situations where "the form of production is not specified by party agreement or court order, the responding party must produce electronically stored information either in a form or forms in which it is ordinarily maintained or in a form or forms that are reasonably usable."

Fourth, the amendment to Federal Rule of Civil Procedure 45 provides that electronically stored information can be sought by subpoena. Pursuant to Rule 45, a subpoena shall "command each person to whom it is directed to attend and give testimony or to produce and permit inspection, copying, testing, or sampling" of electronically stored information. Rule 45(a)(1) provides that the form of production for electronically stored information can be designated in the subpoena. Additionally, a party can object to the designated form of production, and if no form is indicated, the electronically stored information is to be produced in the form in which it is usually maintained or a reasonably usable form. A responding party is not required to produce electronically stored information in more than one form.

Additionally, Rule 45(c) protects individuals served with a subpoena against undue burden or expense. A party serving a subpoena "shall take reasonable steps to avoid imposing undue burden or expense on a person subject to that subpoena." A responding party may not have to provide discovery of electronically stored information from sources that are not reasonably accessible; however, the court may order discovery if the requesting party can demonstrate good cause.
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determining whether good cause exists, the court must consider the limitations of Rule 26(b)(2)(C).\textsuperscript{151} Rule 26(b)(2)(C) provides:

The frequency or extent of use of the discovery methods otherwise permitted under these rules and by any local rule shall be limited by the court if it determines that: (i) the discovery sought is unreasonably cumulative or duplicative, or is obtainable from some other source that is more convenient, less burdensome, or less expensive; (ii) the party seeking discovery has had ample opportunity by discovery in the action to obtain the information sought; or (iii) the burden or expense of the proposed discovery outweighs its likely benefit, taking into account the needs of the case, the amount in controversy, the parties' resources, the importance of the issues at stake in the litigation, and the importance of the proposed discovery in resolving the issues.\textsuperscript{152}

D. Limitations on E-discovery

The amendment to Federal Rule of Civil Procedure 26(b)(2)(B) limits the scope of information a party must produce pursuant to Rule 26(a) initial disclosures and Rule 34 requests for production.\textsuperscript{153} Rule 26(b)(2)(B) states: "A party need not provide discovery of electronically stored information from sources that the party identifies as not reasonably accessible because of undue burden or cost."\textsuperscript{154} The Rule 26(b)(2)(B) amendment addresses "issues raised by difficulties in locating, retrieving, and providing discovery of some electronically stored information."\textsuperscript{155} Although use of electronic storage systems makes locating and retrieving electronically stored information easier, some information cannot be accessed absent a substantial burden and cost.\textsuperscript{156} Rule 26(b)(2)(B) creates two types of information.\textsuperscript{157} The first is "accessible," which is presumptively discoverable, and the second is "not reasonably accessible," which is presumptively not discoverable.\textsuperscript{158} "Not reasonably accessible" is defined as a source that would require a party to incur an undue burden or cost in order to produce relevant, nonprivileged information.\textsuperscript{159}

Although a party may identify sources that are not reasonably accessible, the party is still obligated to preserve evidence pursuant to
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common-law and statutory obligations. Additionally, the advisory committee's notes to Rule 26(b)(2)(B) provide:

If the requesting party continues to seek discovery of information from sources identified as not reasonably accessible, the parties should discuss the burdens and costs of accessing and retrieving the information, the needs that may establish good cause for requiring all or part of the requested discovery even if the information sought is not reasonably accessible, and conditions on obtaining and producing the information that may be appropriate.

If the parties are unable to reach an agreement, the seeking party may bring a motion to compel discovery or the responding party may bring a motion for a protective order; however, the parties must first confer before bringing either motion. The producing party bears the burden of demonstrating that the identified sources of information are not reasonably accessible because of undue burden or cost. To test the producing party's assertion that the identified sources are not reasonably accessible, the requesting party may conduct a sampling of the information contained in such sources or conduct depositions of individuals who have knowledge about such sources.

Similar to Rule 45, even if a party demonstrates that a source is not reasonably accessible because of undue burden or cost, the court may nonetheless order discovery if the requesting party shows good cause, considering the limitations of Rule 26(b)(2)(C). In addition to the Rule 26(b)(2)(C) factors, the advisory committee's notes list the following several factors that the court should consider in determining whether good cause has been demonstrated:

(1) the specificity of the discovery request; (2) the quantity of information available from other and more easily accessed sources; (3) the failure to produce relevant information that seems likely to have existed but is no longer available on more easily accessed sources; (4) the likelihood of finding relevant, responsive information that cannot be obtained from other, more easily accessed sources; (5) predictions as to the importance and usefulness of the further information; (6) the importance of the issues at stake in the litigation; and (7) the parties' resources.
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The court may consider a requesting party's assertion that it will bear part of the costs of production in determining if good cause exists. In addition to conducting a good cause analysis, the court has the authority to set other conditions on discovery, including limiting the amount of information to be produced and requiring the requesting party to bear the cost of production from sources that are not reasonably accessible.

E. Sanctions and the Safe Harbor Provision

The amendment to Federal Rule of Civil Procedure 37(f) states that a court may not impose sanctions for a party's failure to provide electronically stored information that is "lost as a result of the routine, good-faith operation of an electronic information system," absent exceptional circumstance. In the advisory committee's notes, "routine operation of an electronic information system" is defined as "the ways in which such systems are generally designed, programmed, and implemented to meet the party's technical and business needs." This also includes when electronic information is altered or overwritten by a computer system, absent intentional conduct on the part of a party. "Good faith" may include "a party's intervention to modify or suspend certain features of that routine operation to prevent the loss of information, if that information is subject to a preservation obligation." A party may be required to preserve information pursuant to common law, a statute, a regulation, or a court order. Additionally, the court may consider the steps taken to comply with a court order or a party agreement, under Rules 16(b) and 26(f) (requiring preservation of electronically stored information), in determining if the party acted in good faith. Although Rule 37(f) prevents the imposition of sanctions where electronically stored information is inadvertently lost because of the routine, good-faith operation of an electronic information system, a court may use other means as an alternative for the lost information, such as requiring the responding party to produce an additional witness for deposition or respond to additional interrogatories.
IV. Analysis—Complying with the 2006 Amendments: Practical Implications

Under the 2006 amendments, companies have new obligations regarding the discovery of electronically stored information. Companies utilize computer systems to handle most of their business because of the efficiency and ease that such systems provide. Companies must take preemptive and responsive measures regarding the discovery of electronically stored information to fully comply with the 2006 amendments and to avoid increased costs, sanctions, and burdens. For example, companies must adequately preserve evidence by utilizing retention and destruction policies and implementing litigation holds. Additionally, companies must follow the new meet and confer requirements set out by the Rules. Companies must also consider privilege issues that arise with electronic discovery and determine whether the parties will create agreements to address these issues. Companies can reduce the costs and burdens associated with electronic discovery by adequately preparing and responding to requests for discovery of electronically stored information. A company's failure to follow the Rules and to take preventative and responsive measures can result in severe sanctions and increased costs and burdens.

In addition, companies may be motivated by their insurance companies to comply with the 2006 amendments. For instance, insurance companies may require retention and destruction policies to become part of underwriting decisions. If a company's retention and destruction policies are ineffective, a company may be unable to obtain insurance or the cost of obtaining it may be affected. Some insurance companies have minimized the costs of electronic discovery by assisting companies with document management or risk assessment programs. Some insurance companies may exclude electronic discovery sanctions from coverage altogether. By preparing for litigation involving electronically stored information in advance, companies can prevent increased insurance premiums and reduction in coverage.
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A. Costs Associated with Electronic Discovery

The 2006 amendments are intended to reduce the costs and burdens associated with discovery of electronic information. Costs associated with electronic discovery include the monetary costs associated with preserving and retrieving electronically stored information, the time involved in such procedures, and sanctions. Because the 2006 amendments include electronically stored information in permissible discovery, parties can now request word processing documents, emails, voice mails, instant message logs, blogs, backup tapes, and database files, which increases the scope of discovery. Although the 2006 amendments broaden the scope of discovery, the amended Rules reduce the costs associated with discovery of electronically stored information in several respects. Under Rules 26(f) and 16(b), parties can confer about electronically stored information and reach agreements to deal with problems that may arise in the discovery of electronic information, helping to reduce the costs of searching and producing electronic discovery. Additionally, parties can reduce litigation costs by reaching agreements regarding privilege issues at the onset of litigation, negating the need to litigate issues that may arise if privilege material is inadvertently disclosed. Furthermore, the Rules limit permissible discovery from sources that are not reasonably accessible.

However, there are some increases in costs associated with electronic discovery. For example, electronic discovery costs significantly more than traditional paper discovery because companies retain more information using electronic storage than is traditionally retained with paper documents. With paper documents, storage space is an issue, and thus paper documents are destroyed more often than electronic documents. While paper documents must periodically be reviewed to determine which documents can be destroyed to make room for newer
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documents, the capacity to store electronic documents is almost unrestricted.\textsuperscript{192} Thus, companies tend to retain several electronic versions and copies of the same document, increasing the amount of information that is retained.\textsuperscript{193} Because a larger number of electronic documents are retained, more time and money must be spent on conducting privilege reviews.\textsuperscript{194}

Additionally, parties may incur increased costs when they fail to properly maintain electronically stored information. For example, restoring one backup tape may cost more than $1000.\textsuperscript{195} Moreover, because the Rules now require electronic discovery to be addressed at the onset of litigation, parties are experiencing an increase in costs earlier in the litigation process. This increase in costs comes from the parties’ obligations to meet and discuss electronically stored information during their Rule 26(f) conference. Parties must spend more time and labor preparing for the conference and more time during the conference itself to address the discovery of electronically stored information. However, spending more time preparing for the conference and during the conference itself will reduce costs and burdens that may later arise. For example, if parties enter into privilege agreements, parties will have established, at the onset of litigation, a predetermined course of action if electronically stored information is inadvertently disclosed, thereby reducing the need for parties to spend money litigating the matter later.

Although the 2006 amendments did not add a new sanctions provision, the sanction provision of Rule 37(f) does apply to failure to preserve electronically stored information.\textsuperscript{196} Sanctions can increase the costs of electronic discovery and can sometimes be severe. For example, in Z4 Technologies, Inc. v. Microsoft Corp.,\textsuperscript{197} the court imposed severe sanctions against Microsoft for misconduct during discovery.\textsuperscript{198} Microsoft intentionally failed to produce several emails and failed to inform Z4 of the existence of a certain database during discovery. The existence of this discoverable information only came to light the day before trial and during the trial itself.\textsuperscript{199} The court ordered Microsoft to pay an additional $25 million in damages on top of attorney’s fees.\textsuperscript{200}
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B. "Meet and Confer" Requirements

Obligations of both the court and parties are altered by the amendments to Rules 26(f) and 16(b).\textsuperscript{201} These alterations change an attorney's duty to confer at the beginning of litigation and enforce the notion that early and thorough discussions at the onset of litigation will prevent problems from later arising.\textsuperscript{202} Parties are now required to discuss three additional issues pertaining to the discovery of electronically stored information during their Rule 26(f) conference: (1) preservation of discoverable information; (2) disclosure of electronically stored information, including the form of such disclosure; and (3) privilege claims.\textsuperscript{203} To adequately discuss these topics during a conference, a company and its lawyers must act prior to the conference and gather information about the company's computer systems.\textsuperscript{204} Specifically, a company and its lawyers must be knowledgeable about how electronically stored information is maintained and stored, and they must be able to identify which individuals can aid in the discovery process.\textsuperscript{205} The best source for this information is the company's IT department. The IT department can provide information about the company's computer systems, such as what types of computer systems are used, how electronic information is stored and organized, and the costs and difficulty of retrieving the information.\textsuperscript{206} Moreover, a determination should be made about which sources are reasonably accessible and which sources are not reasonably accessible.\textsuperscript{207} By preparing this information in advance, parties will be able to effectively discuss electronic discovery issues during their conference.

C. Preserving Electronically Stored Information

Companies are required to act reasonably and in good faith in preserving evidence.\textsuperscript{208} The Rules do not require evidence to be preserved when litigation is commenced or anticipated; however, the Rules acknowledge the common-law and statutory duty to preserve evidence.\textsuperscript{209} When preparing for the preservation of electronically
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stored information, a party should consider when the duty attaches and the scope of the duty.\textsuperscript{210} Although the Rules do not answer these questions, courts have held that "the duty is triggered when litigation is reasonably anticipated."\textsuperscript{211} Determining when litigation is reasonably anticipated is fact-specific and determined on a case-by-case basis.\textsuperscript{212} For example, a complaint or demand letter puts a company on notice of litigation.\textsuperscript{213} In the absence of a complaint or demand letter, a manager's actual anticipation of litigation should be sufficient.\textsuperscript{214}

Parties will also be obligated to preserve electronically stored information pursuant to the recommended scheduling order from the Rule 26(f) conference. By properly preserving electronically stored information, parties can avoid sanctions under the safe harbor provision of Rule 37(f) when information is lost or destroyed.\textsuperscript{215} Destroying documents in an impromptu manner or based on an informal procedure could lead to a claim that a party intentionally destroyed evidence.\textsuperscript{216} When electronically stored information is intentionally or negligently destroyed, (1) a party may be barred from asserting a claim or defense, (2) the judge may instruct the jury about the lost or destroyed evidence, (3) the action may be dismissed, (4) a default judgment may be entered, or (5) the party may be held in contempt of court.\textsuperscript{217}

1. Retention and Destruction Policies. The Rules provide an increased incentive for companies to implement retention and destruction policies to avoid sanctions from being imposed if electronically stored information is accidentally destroyed or lost.\textsuperscript{218} These retention and destruction policies should address what records should be maintained, how long each type of record should be maintained, and when each type of record should be destroyed.\textsuperscript{219} The policies should be written and actually followed by the company.\textsuperscript{220} After examining all electronically stored information, the type, format, and location of data that is being retained should be identified.\textsuperscript{221} In addition to
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creating a retention and destruction policy, a company should regularly audit the policy to ensure the policy is being followed and to ensure that all employees and new hires receive proper training regarding the policy. Because changes in business conditions may occur, a company should periodically review its policy to ascertain if changes in the policy are appropriate. Regularly conferring with the IT department and managers is also imperative. Any changes to the company’s computer system such as auto-delete features, archives, or backup functions may require the policy to be updated to conform to these changes. An update to a company’s policy should be followed by additional training for employees so that they are familiar with the updated policy. Moreover, a company should randomly test its computer system to determine what types of information can be restored, which sources are reasonably accessible, and which sources are not reasonably accessible. This procedure is beneficial because information contained in a source that is not reasonably accessible is presumptively not discoverable, absent a showing by the requesting party demonstrating good cause.

Maintaining a retention and destruction policy can reduce costs associated with electronic discovery. A retention and destruction policy allows a company to systematically and periodically reduce the amount of information that it stores in electronic format by indicating in advance what types of documents are to be destroyed after a certain period of time. By reducing the amount of information that is stored, a company reduces the time and expense that would be spent on conducting privilege reviews of electronically stored information. Moreover, a retention and destruction policy may prevent a court from imposing sanctions on a party when electronically stored information is inadvertently destroyed.

2. Litigation Holds. In addition to maintaining a retention and destruction policy, a company must make a good faith effort to save relevant evidence by instituting a litigation hold. To fully comply with
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the 2006 amendments to the Rules, "it is imperative that businesses fully understand their computer systems and know how to stop routine destruction of [electronically stored information] and paper documents as soon as they reasonably anticipate litigation."\textsuperscript{232} A litigation hold can reduce the costs of electronic discovery by preventing sanctions under the newly created safe harbor provision of Rule 37.\textsuperscript{233} A litigation hold should be initiated once a company reasonably anticipates litigation, and it should apply to any documents or electronically stored information that may be relevant to the litigation.\textsuperscript{234} A company should use members of its IT department, human resources division, legal department, and key business leaders to implement a litigation hold.\textsuperscript{235} These individuals can provide useful information for creating, implementing, and following a litigation hold. Additionally, using individuals from different areas within the company helps to ensure that the litigation hold is universally applied and followed.

A litigation hold consists of several components that must be implemented in a timely manner. The time element is extremely important when dealing with electronically stored information because such information can be destroyed or modified in the usual course of a company's business and a computer system's routine operations.\textsuperscript{236} A litigation hold must be customized to the anticipated litigation, depending on the nature and scope of the claims; however, a number of different procedures and records should be included in most cases.\textsuperscript{237} First, notice of the litigation hold should be provided to all relevant employees to preserve information.\textsuperscript{238} Second, a plan establishing how relevant electronically stored information will be retrieved and preserved must be created.\textsuperscript{239} Third, notice (and records of such notice) directing record custodians to suspend the destruction of relevant information should be maintained.\textsuperscript{240} Fourth, a record identifying what evidence has been preserved should be created.\textsuperscript{241} Fifth, monitoring procedures to ensure employees are utilizing the litigation hold should be implemented.\textsuperscript{242} Sixth, notification (and records of such notification)
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regarding the termination of the hold when litigation is no longer anticipated should be maintained.243

D. Privilege Issues

In dealing with privilege issues, parties should utilize the procedures in the 2006 amendments that address unique privilege issues that may arise in electronic discovery. When producing discovery to another party, there is a risk of inadvertently producing information that is protected by the attorney-client privilege or the attorney work-product privilege because of the vast amount of information that may be produced and the difficulty involved in scanning such a large amount of information for privileged or protected information.244 If privileged information is inadvertently disclosed, parties should follow the procedures set out in Rule 26(b)(5)(B) for requesting the return of such information. Because there is a substantial amount of time and cost involved in screening electronically stored information for privileged material, parties should enter into agreements to determine how privilege issues will be handled.245 These agreements help to minimize the costs and burdens associated with inadvertent disclosure of privileged information and issues regarding waiver.246 Two types of agreements available to parties are quick peek and clawback agreements. Under a clawback agreement, parties agree to return privileged information that is inadvertently produced.247 The returning party then agrees that it will not assert that the privilege has been waived.248 Under a quick peek agreement, a party is permitted to look at responsive documents prior to any screening for privilege.249 The screening for privilege occurs after the requesting party designates which documents it actually would like produced, and then only those designated documents are screened.250 Discussions regarding these agreements should take place during the parties' Rule 26(f) conference. Additionally, the parties should request that the court include in its initial scheduling order any agreement that the parties reach.
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E. Limitations on the Scope of E-discovery

Although the 2006 amendments to the Rules permit more expansive discovery, the Rules do contain limitations on the type and amount of information to which a party is entitled through discovery. A party should utilize these limitations to ensure that it is not overburdened by the requesting party's discovery request or to protect information, such as information that is privileged. Rule 26(b)(2)(B) limits the scope of information a party is required to produce pursuant to Rule 26(a) initial disclosures and Rule 34 requests for production. If a party can establish that a source of electronically stored information is not reasonably accessible then the information is presumptively not discoverable, but the requesting party may overcome this presumption if it can establish good cause.

F. Requesting and Producing Electronically Stored Information

Lawyers should utilize the same types of procedures for requesting electronically stored information as they would with paper document requests; however, because electronic discovery differs from traditional discovery of paper documents, lawyers must take additional steps to effectively request electronically stored information. A lawyer "drafting discovery requests should no longer think in terms of requests for production of documents, but rather in terms of requests for information." When drafting a discovery request for electronically stored information, a lawyer should follow the steps involved in the production of paper documents: (1) analyze the discovery request, (2) gather the information, (3) produce the data, and (4) review the information. In addition to these steps, a lawyer should ensure that he or she is requesting the production of all relevant electronically stored information. A lawyer should request that information be produced in a form that is computer-readable, so that file information is preserved when it is produced because translating information from its original form increases the risk that information will be lost. Lawyers should also obtain information about the opposing party's computer systems. A lawyer should ascertain who has access to the opposing
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party’s computer systems, if remote access is available, and how information is backed up and archived. In addition to gaining an understanding of the opposing party’s computer systems, the lawyer should conduct an on-site inspection, pursuant to Rule 34(b), of the opposing party’s computer system. By conducting an on-site inspection, a lawyer may be able to uncover documents that were not originally produced.

When a party is producing electronically stored information there are some considerations that should be taken into account. The responding party should act quickly after reasonably anticipating litigation to ensure that electronically stored information is preserved. Delaying preservation may cause information to be destroyed, which can raise issues of sanctions or claims for spoliation of evidence. Additionally, when information is retrieved, the producing party should ensure that it is not altered in the process. Moreover, copied files should be labeled, identifying who accessed the files and when such access occurred.

V. CONCLUSION

The 2006 amendments significantly affect the obligations and responsibilities of companies, their lawyers, and the courts when dealing with discovery of electronically stored information. Companies can reduce the costs, burdens, and sanctions associated with electronic discovery by taking preemptive and responsive measures regarding the discovery of electronically stored information. By properly preserving evidence, following the new meet and confer requirements, addressing privilege issues at the onset of litigation, and following the production requirements for electronically stored information, companies can reduce the costs and burdens associated with electronic discovery.
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